
 
Berlin Manifesto: Government services 2.0                          
Better public service provision in the information society! 
 
1. Basic provision and open access 
Open access to the Internet is now an essential feature of any information society. Not 
having Internet access means being excluded from vast areas of social and family life, being 
unable to avail oneself of educational opportunities and access information, and being 
excluded from the democratic process – both in one's private and working life.  
 
Everyone – whether urban or country dweller, rich or poor, disabled or able-bodied – needs 
access to the Internet, with enough bandwidth. In order to avoid a "digital split" in the world of 
work and society we need to: 
Redefine the concept of basic provision, guaranteeing access for all by ensuring that 
"human-to-human" services are maintained and that all persons in the world of work have 
intra- and Internet access. 
 
2. Knowledge shared is knowledge multiplied 
Education and access to knowledge are increasingly important basic rights. New 
technologies have made it significantly easier to access and exchange information and 
knowledge.  We want to secure, use and expand these opportunities for social, economic 
and cultural participation.  
 
Calculated curtailment of the wealth of information available, the introduction of technical 
barriers and the creeping privatisation of public knowledge bases is an offence against the 
public. Democratic participation in public life demands free access to knowledge bases. 
 
Laws must be framed in such a way that they do not hinder the sharing of knowledge and 
culture but promote it. Open-source licences such as the Creative Commons and GNU 
General Public Licence must ensure that community assets are safeguarded against 
appropriation by private interests. 
 
3. No privatisation of public goods in cyberspace 
Public records, libraries, museums and other cultural establishments belong to everyone – 
and so do the digitised forms of their holdings and treasures. They must not be sold or 
handed over to private concerns.  
 
Things that were funded from the public purse or out of subsidies must be freely accessible 
to the general public and should, as the new technologies evolve, also be made publicly 
available in their digital form and for the most part free of charge.  
 
4. More self-government and public control 
Many European countries have a long tradition of public service provision, promoting social 
achievements such as social coherence and equality of opportunity. Implementation of the 
EU Services Directive must not allow self-government and the democratic control of public 
entities to be undermined.  
 
In the information society too, officialdom must continue to ensure basic provision out of 
public resources. Outsourcing, privatisation and 'public-private partnerships' (PPP) often 
mean that self-government and control are handed over to private concerns, allegedly for 
reasons of 'maximising efficiency' or 'cutting costs' – often with consequences that are 
unacceptable to the wider public. 
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With regard to IT, officialdom must be able to judge what it buys, estimate costs realistically 
in order to avoid disastrous investments and, where necessary, provide services itself. To 
that end it needs enough skilled (IT) personnel. A shortfall of technical competence in-house 
would create a huge degree of dependence on the private sector. That would be problematic 
for control and for democracy.  
 
5. Reliable democratic methods and standards 
Transparent procedures and trustworthy information sources are a central pillar of 
eGovernment. We must not allow government administrative processes to become obscure 
and hard to scrutinise because they are communicated electronically. That applies both to 
technical and organisational aspects.  
 
Three essential areas: 
1. Citizens must be able to have confidence in the electoral process. As things stand, 
electronic voting would mean that they were forced to relinquish all scrutiny of the procedure, 
simply hoping that the computer would pass on their voting intentions as expressed.  
 
2. A municipality's website is a virtual 'city gate'. Selling it or ceding a majority of it to private 
operators wipes public space from the Internet. The site's commercial content must not be 
greater than the public-sector information and material provided; the city's Internet presence 
must not be reduced to a small corner of a media conglomerate. If the site was hosted by a 
private provider it would be very difficult to distinguish between commercially motivated 
content and official information provided in the common interest. 
 
3. Call centre or electronic citizens' forum – if a member of the public contacts the public 
authorities, whether by phone or email, he has to be confident that he really is talking to 
public officials.  
 
In order for democratic standards and structures to be reliable, public content must be clearly 
distinguishable from private content, and public content must be transparent and from a 
trustworthy source.  
 
6. eGovernment with open standards 
The technical interface with government must be such that members of the public do not 
have to make their own computer equipment compatible with specific (proprietary) hardware 
or software products in order to access public content.  
 
eGovernment needs net-neutrality and open standards, for example as regards document 
formats, signatures and software applications. Only with these in place can technical 
interaction be problem-free and commercial providers allowed to compete.  
 
Digital infrastructures of the state must not become dependent on manufacturers. 
eGovernment applications must be constructed on a technical base that is transparent, 
reliable and open to democratic scrutiny, and they must not cause any curtailment of self-
government. 
 
7. Safeguarding critical infrastructures 
Nuclear power stations, hospitals or Hartz IV benefit payment offices – the use of ICT must 
not in itself form a threat to these facilities (hackers, viruses, etc.), and facilities providing 
basic services must not be so reliant on ICT that they could no longer function in the event of 
a protracted power failure, for example.  
 
Technical malfunctions (for example computers being down when Hartz IV benefits were due 
for payment) have already prompted some local authorities to install manual back-up 
systems. It is important, in the social sector too, to identify 'critical infrastructures' and provide 
alternatives to digital work processes where appropriate. 
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8. Proper data protection and identity safeguards 
All forms of data misuse in both public and private sectors must be made illegal and there 
must be appropriate technical and organisational measures to prevent it. Examples of such 
abuse include the disclosure and sharing of personal data for marketing purposes and 
personal profiling, etc. Electronic snooping on workers must be punished, and the Employee 
Data Protection Act must be brought into effect at last.  
 
In all collection and storage of personal data the principle of 'data thrift' must be observed; in 
some cases there must be no electronic recording of data at all. There must be no storage of 
data and no online searching, existing databases must be scaled down, and privacy (in 
people's private and work lives) must be guaranteed. The private citizen must have the last 
word on how his or her personal data are used. The 'basic right to self-determination with 
regard to data processing, as upheld by the Federal Constitutional Court, is indispensable in 
the information society.  
 
9. eDemocracy for the workforce, greater co-determination 
eDemocracy must also apply to the providers of government services: 
A democratic society needs co-determination and freedom of association. The relevant laws 
– Staff Councils Act (BetrVG), Federal Staff Representation Act (BPersVG), Land Staff 
Representation Act (LPersVGs) – must be strengthened and brought into line with the 
information age.  Current adverse developments must be corrected. 
 
Freedom of association and the right to engage in trade union activity must be preserved, in 
an electronically networked world where the organisation of work has changed. When the 
notice board is shrouded in cobwebs and work is increasingly decentralised, it is vital that 
employees, staff committees, works councils and trade unions are able to access the intranet 
and email systems of government departments and corporations. All employees need free 
and uncensored Intra- and Internet access.   
 
10. Public service provision must not be left to IT lobbyists  
Planning of public ICT infrastructure and the framing of legislation for the world of work and 
society generally must not be put in the hands of IT lobbyists. We need to (re-)build 
structures that are not profit-driven but designed to serve the common interest. For that we 
need committed media-savvy politicians and citizens. Shaping society along socially 
responsible lines also means better public service provision in the information society! 
 
 
This Manifesto,  released  at  the  end  of  the  ver.di  conference  on  'Government  services  2.0',  is 
designed  to  stimulate  political  debate.  We  welcome  your  comments  and  suggestions  at 
www.governet.de/9/, where you can discuss and sign this Manifesto. 
 
Berlin, 5 September 2008 
 
 
Achim Meerkamp, ver.di National Executive Board (Bundesvorstand), Berlin 
 
André auf der Heiden, staff council, Oberhausen 
 
Annette Mühlberg, Head of e‐government, new media, public administration, ver.di headquarters 
Berlin; european member of the At‐Large Advisory Committee, ICANN 
 

http://www.governet.de/9/
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Better public service provision in the information society! 
 
Initial signatures: 
 

- Achim  Meerkamp,  Mitglied  des  ver.di  Bundesvorstands,  Bundesfachbereichsleiter  Bund, 
Länder, Gemeinden 

- André  auf  der  Heiden,  Mitglied  des  Präsidiums  des  ver.di  Bundesfachbereichsvorstands 
Gemeinden 

- Annette Mühlberg, Leiterin Referat eGovernment, Neue Medien, Verwaltungsmodernisierung 
ver.di Fachbereich Gemeinden; Europäische Internetnutzervertreterin bei ICANN 

- Henning Lühr, Staatsrat bei der Senatorin für Finanzen Bremen 
- Carola Fischbach‐Pyttel, Generalsekretärin des  Europäischen Gewerkschaftsverbands für den 

öffentlichen Dienst (EGÖD), Brüssel 
- Franz‐Reinhard Habbel, Sprecher des Deutschen Städte‐ und Gemeindebunds (DStGB) 
- Prof. Dr. Klaus Lenk, Universität Oldenburg, Verwaltungswissenschaft 
- Heide Rühle, Mitglied des Europäischen Parlaments (MdEP) 
- Prof. Dr. Wolfgang Coy, Informatik in Bildung und Gesellschaft, Humboldt‐Universität zu Berlin 
- Kathrin Lang, Vorsitzende Gesamtpersonalrat Landeshauptstadt Düsseldorf, Mitglied des 

ver.di Bundesfachbereichsvorstands Gemeinden 
- Petra Buhr, Koordinatorin Netzwerk Freies Wissen, Dresden 
- Padeluun, FoeBuD e.V., Bielefeld 
- Gisela Schwellach, IT‐Direktorin bei der Senatorin für Finanzen Bremen 
- Dr. Werner Rügemer, Publizist, Vorsitzender von Business Crime Control (BCC) 
- Wolf Ludwig, Vorstand comunica‐ch, Neuchâtel 
- Doris Hülsmeier, Gesamtpersonalrat für das Land und die Stadtgemeinde Bremen 
- Dr. Volker  Grassmuck, Projektleiter iRights.info, Berlin 
- Constanze Kurz, Chaos Computer Club (ccc), Berlin 
- Markus Beckedahl, netzpolitik.org, Berlin 
- Peter Bittner, Mitglied des Beirats des Forums InformatikerInnen für Frieden und 

gesellschaftliche Verantwortung (FIfF), Köln 
- Dr. Imke Sommer, IT‐Rechtsreferentin bei der Senatorin für Finanzen Bremen 
- Harald Giesecke, ver.di Bundesfachgruppe Sozial‐, Kinder‐ und Jugendhilfe (SKJ), Berlin 
- Mathias „Wetterfrosch“ Mehldau, Chaos Computer Club (ccc), Hamburg 
- Stefan Neugebauer, Gesamtpersonalrat Landeshauptstadt Düsseldorf 
- Andreas Schmidt, Leiter der Arbeitsgruppe Sicherheit und Geheimschutz der Bundesanstalt für 

den Digitalfunk der Behörden und Organisationen mit Sicherheitsaufgaben (BDBOS), Berlin 
- Harald Letsch, ehrenamtlicher Vorsitzender des DGB‐Kreisverbandes Jena/Saale‐Holzland‐Kreis 
- Hiltrud Breyer, Mitglied des Europäischen Parlaments (MdEP) 
- Prof. Dr. F. O. Wolf, Freie Universität Berlin 
- Grietje Staffelt, Mitglied des Bundestags (MdB) 
- Malte Spitz, Bundesvorstand Bündnis 90/Die Grünen 
- Jens Peter Franke, Interessengemeinschaft kein‐DSL 
- Silke Stokar, Mitglied des Bundestags (MdB) 
- Bernd Rudolph, Initiative gegen digitale Spaltung ‐geteilt.de‐ 
- Prof. Dr. Wolfgang Kleinwächter, University Aarhus, Dänemark  

 
You can join and sign the Berlin Manifesto: www.governet.de/9/ 
 

http://www.governet.de/9/
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